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VIOCKOHAJIEHHA MEHEDKMEHTY TYPUCTUYHOI THIYCTPIi 3A PAXYHOK
BITPOBA/I’KEHHSI HOBUX TPEH/IB TA BUIIB TYPU3MY

Anotanisi. CpOTOZICHHI Ha/JI3BUYAMHO CKJIaTHI YMOBH JHWKTYIOTh BJIACHI TIPUBHUIIA
MTOBEIIHKU Ta BIKHMBaHHSA Oi3Hecy Oympb-skoi chepu. TypucTHUHUI Oi3HEC OMUHUBCS YU HE B
HAMCKPYTHIIIOMY CTAaHOBHIII. TOMY BUHHKJIA TOCTPa HEOOXIMHICTh MOIIYKY HOBUX AIbTCPHATUB
iCHYBaHHs Ta po3BUTKY. JlocuTh Oarato mpaiip, K 3aKOPJIOHHUX, TaK i BITYM3HIHHUX, IPHUCBIICHO
aHaizy moTped CyJacHOTO TypHCTa Ta IMOIIYKY HOBUX TPEHIIB TYPUCTHIHOI 1HIYCTpIl 381 1X
3a710BOJICHHS. [IpoTe BOHM HE OXOILUTIOIOTH a0COJIOTHO BCi 30BHIIIHI (paKTOpH, IO MOXYTh
BIUIMBAaTH Ha creludiky Ta po3BUTOK TypH3MY, 30KpeMa Ti, 110 MOB’s13aHi 3 BIICHKOBUMH JIISIMH,
sIKi BiIOYBarOThCS B YKpaiHi.

ABTOpH B CBOIfl poOOTI HATrOJOIIYIOTH HA CYTTEBI HEOOXIMHOCTI MHPPOBUX
TpaHc(opMaliii Ta po3BUTKY LH(PPOBOI KynbTypH. OcKinbku nudpoizawis — 1e HaWIBHIIHMNA
croci0 BUSBJICHHS, pearyBaHHs Ta afanTallii 1O BHYTPIIIHIX i 30BHILIHIX 3MiH.

B crarti aBTOpaMHM 3ampoONOHOBAHO €TalyM PO3BUTKY TYPHCTUYHOI 1HIYCTpii, sKi
MMOKa3yI0Th 3MiHy BIOJ00aHb TYPUCTIB Ha MPOTA3i ocTaHHIX 20 pOKiB, HaJaHi ICHYIO4Yi OCHOBHI
BUIM TYpH3MY, JETAIbHO IPEACTaBIICHI Cy4acHi CBITOBI TEHJEHIi, MOSBY SKUX CIIOHyKaja
MOCTIHO 3pocTatoya iHAMBiMyanbHa motpeba crokuBadiB Ta manmeMmis COVID-19. A Takox
HaBEICHO Tepelik MaHOyTHIX THMIB TpaHchopMarii TYpHCTIB, MMOsBAa SKHX pO3paxoBaHa Ha
nepion no 2030 poky. Taki TUMM BpaxoBYIOTb Maibke BCl BHOAOOAHHs, mMoTpeOM Ta wmimi
CHOKUBAYIB TYPUCTHIHUX TOCITYT

Takox aBTOpaMH 3aIpOIIOHOBAHO HOBHH BUJ TYPHU3MY, B OCHOBI SIKOTO JIGXKATh BICHKOBI
nii B YKpaiHi Ta iX HACHIIKH, SKHH MOXXE CTaTH MAaWOYTHIM TPEHIOM TYPHCTHYHOI 1HIYyCTpii.
IosiBa HOBHX HANpPsSIMKIB Ta BUKOPHCTAHHS CBITOBHX TpPCHIIB, I IIe OJHA JOJaTKOBa
MOJKITUBICTh TPUBAOMTH HOBHX CIIOKHUBAYIB TYPUCTUYHHUX IMOCIYT Ta OTPUMATH JIOJATKOBHIA
JIOX1JT 32 paxyHOK BIIPOBKCHHS HOBUX BHUJIIB, HOBUX TYpiB, BiJ[BilyBaHHS OCOOJMUBUX MICT Ta
BCHOI'O CIIEKTPY TOCITYT HAWKPAILOT SIKOCTI.

Knrwuosi cnosa: mypucmuyna indycmpis, uou mypusmy, mpeHou mypusmy, mMauoymHi
B8UOU MYPU3MY, YUGpPosa Kyrbmypa, yupposa mpancgopmayis
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GLOBAL CONSEQUENCES OF THE LOSS OF BUSINESS
IN COUNTRIES AROUND THE WORLD CAUSED BY FRAUD

Abstract. Fraud is one of the types of financial crimes, which occupies an important
place in the research of scientists from around the world. Relevance of this issue is growing
rapidly, due to the increased level of losses in enterprises, institutions, banks, large
corporations at both the private and state levels. The consequences from fraudulent activity
leads to the loss of significant financial resources in enterprises, which causes a threat to their
activities. The resolution of many of the criminal issues that are occurring is difficult, and
therefore requires exchange of the experience of many countries worldwide.

According to Ukrainian legislation, there is a criminal responsibility for fraudsters, who
misuse financial resources on a large scale and by their malicious actions provide to material
damage of enterprises, banks and institutions in large amounts by their malicious actions.

To detect the fact of embezzlement, it is needed to conduct an internal audit in the
company, which must be carried out by the relevant department, e.g.: security services
department, involving internal audit or internal control; legal department; HR-service
department.

Identification of the persons who may be involved in fraudulent actions is a complex
issue for which there is a criminal responsibility. Different companies impose disciplinary
liability, penalties or criminal liability on employees.
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The most vulnerable spheres of fraud are: banks, industry, construction, medicine,
transport and procurement. It is in these sectors are concentrated most cash flows and there is
no proper control of the inspection of counterparties. In addition, for such work must be
professionally trained staff, the availability of which in large companies is small or completely
absent.

More often than not, companies suffer from abusive actions of customers, competitors
and co-workers of the company.

Keywords: fraud in enterprises, confidentiality of information, copyright infringement,
interference in enterprise data systems, data protection

Introduction. The current conditions of economic development of the
countries are characterized by various crises, which occur in the economy. The
consequences of such crises are political phenomena in the country and beyond
its borders, global economic crises, competitiveness, foreign policy, loss of
business reputation and trust in enterprises, etc. One of these issues includes
corporate misconduct in enterprises. That is why special attention is paid to
research and monitoring of risks and threats that occur in enterprises through
fraud. A large number of enterprises lose significant amounts of money as a
result of various types of malpractice, business reputation, credibility and
competitive position in the market, and sometimes the entire business. An
inefficient system of internal control is the main reason for the emergence of
risks and threats from corporate fraud.

Domestic and foreign researchers believe that every other company that
has incurred financial losses and reported them has lost its reputation and
credibility through corporate misbehavior.

Incidents of corporate malfeasance negatively affect the financial
condition of the company, undermine its credibility and business reputation.
The scale of fraud is growing quickly. Therefore, it is necessary to develop and
implement more effective legislation and regulations that would regulate the
fight against vandalism, development of measures for the functioning of the
system of internal control in enterprises and sectors of the economy.

The research object is the processes of increasing the level of insecurity
that affect the economic security of domestic enterprises and enterprises of the
world.

The subject of the study detection of the consequences of losses in the
enterprises of the countries of the world and creation of measures for their
minimization and avoidance.

The purpose of this work the monitoring of the consequences of threats
to business activities and measures to prevent them.

Formulation of the main material. Ukrainian companies often face
questions about risks that were caused by negligence. Negative consequences
of negligence lead to economic losses, inefficient management, low
privatization of the company for investors, low level of corporate culture and
significant financial losses, which are caused by negligence and lead to
economic risks and closure of enterprises, companies, corporations.

Reliable and efficient development of the state depends on the economic
development of the enterprise. Lack of effective monitoring and assessment of
threats to the enterprise does not allow the enterprises to effectively develop a
system of struggle, to reveal and prevent the facts of corporate misconduct in
the future (Rybalchenko, L., & Ryzhkov, E., 2021).

Violations against the confidentiality and integrity of information, fraud,
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copyright infringement, interference in the data systems of corporate
enterprises, banks and institutions are becoming more common (Rybalchenko
L., & Ryzhkov E., 2019).

According to research by the Association of Certified Fraud Experts
(ACFE), the loss of professional fraud to enterprises is estimated at $ 1.5
million, which is an average of 5 % of annual revenue. In 2020, there were
2504 cases of fraud in enterprises in 125 countries. Considering the period of
fraud, which lasted about 14 months until they were discovered, the average
loss of enterprises was $ 8 300 per month.

In detecting fraudulent activities, companies prefer litigation and internal
punishment, rather than the transfer of fraudulent crimes to law enforcement
agencies. The number of companies that have chosen lawsuits has grown to 28
% in 2020 compared to 23 % in previous years. The number of appeals to law
enforcement agencies decreased from 69 % in 2008 to 59 % in 2020. Most
companies have taken steps to improve domestic discipline and civil justice
rather than prosecute.

In recent years, the growth of order and requirements for improving
internal discipline in enterprises has led to a reduction in fraud. The
introduction of a hotline, the establishment of anti-fraud policies, and the
strengthening of enterprise data protection tools have led to a 13 % reduction in
the consequences of fraud.

Fraud is a global issue for businesses around the world. Professional
fraud is often undetectable, so it leads to large-scale costs, which is a global
threat. Figure 1 shows the number and percentage of cases of fraud in the
world (Report To The Nations. 2021 Global Study On Occupational Fraud And
Abuse).
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Figure 1 — Professional fraud in the world in 2020
Source: built by the authors according to the data (Report To The
Nations. 2021 Global Study On Occupational Fraud And Abuse)
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Losses from professional fraud are growing every year, which has a
significant impact on the ability to create jobs, production of goods and
services, providing reliable service (Figure 2).
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Figure 2 — Losses from fraud in the world in 2020
Source: built by the authors according to the data (Report To The
Nations, 2021 Global Study On Occupational Fraud And Abuse)

There are three main categories of professional fraud. Misappropriation of
assets, which includes theft by employees or misuse of resources by employers,
which is the case in 86 % of fraud schemes. Such schemes lead to the smallest
losses — 100 thousand US dollars. The second category of professional fraud
includes corruption, which includes crimes such as bribery, conflict of interest
and extortion, which cause financial losses to 43 % of enterprises with an
average loss of 200 thousand US dollars (Report To The Nations. 2021 Global
Study On Occupational Fraud And Abuse).

Financial reporting fraud is the lowest, in 10 % of cases, but leads to the
largest losses, 954 thousand US dollars.

Examining the duration of fraud schemes, it must be said that not all fraud
can be stopped and prevented. Even in the most dangerous enterprises, it is likely
that in time, fraud will occur on the part of employees. Therefore, early detection
of fraud is essential to protect the organization from potential threats and losses.
The average duration of fraud from the beginning of fraud to its detection is 14
months.

Figure 3 shows that the longer the fraud remains undetected, the greater is
the financial loss to the company.
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Figure 3 — Duration of fraud schemes and financial loss
Source: built by the authors according to the data (Report To The Nations.
2021 Global Study On Occupational Fraud And Abuse)

According to the speed of various professional fraud schemes, the fraud
with financial reporting leads to the greatest loss, the average level of which is
39.8 thousand US dollars per month. Next are corruption schemes, with a loss of
11.1 thousand US dollars per month. It is these schemes that cause the greatest
losses and occur very quickly. Therefore, companies need to take measures to
create priority areas for rapid prevention and detection of such types of fraud.

The following types of fraud and their losses (per month) are:

—non-cash — 6 thousand dollars;

— falsification of checks and payments of 4.6 thousand dollars;

— billing — 4.2 thousand dollars;

— theft of cash 4.0 thousand dollars;

— skimming 2.9 thousand dollars;

—salary 2.6 thousand dollars;

— cash in the box office 1.7 thousand dollars;

— reimbursement of expenses 1.4 thousand dollars;

— registration of payments of 0.8 thousand dollars (General Prosecutor of
Ukraine).

Thus, if the losses in the company are not so fast and their level is not so
significant, the company has more time to stop such fraudulent actions.

Corporate fraud is an economic criminal activity that benefits from
deception, trickery, abuse of trust, concealment of the truth, and so on.

Economic crimes are more common in countries where the level of
shadowing of the economy is quite high. Corporate fraud is common in
developed countries with high economies. Ukraine ranks sixth in the national
ranking of corporate fraud (45 %); Russia — 1¥ place (71 %), South Africa — o
(62 %), Kenya — 3" (57 %), Canada — 4™ (56 %), Mexico — 5™ place (51 %)
(according to a study by PwC “Economic Crimes” during the economic
downturn”). 59 % of domestic companies have been victims of economic crimes
in the last two years, which is higher than the world average (43 %).
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According to recent studies, 67 % of all fraud cases are committed by
persons aged 31-40 years (Report To The Nations. 2021 Global Study On
Occupational Fraud And Abuse). Employees (77 %) who work in the fields of
finance, accounting, sales, procurement, and senior management have the best
chances of fraud. According to Ukrainian companies, the most common types of
corporate fraud are corruption, abuse of office and misappropriation of assets.

The high level of economic crime in society is due to the reasons for the
imperfect structure of government, personnel policy, legal shortcomings, rising
unemployment, rising prices for goods and services, high inflation and
significantly lower wages.

The fraud level in enterprises is growing because the level of detection of
such crimes is very low and difficult to identify. More often than not, corporate
fraudsters commit crimes in large companies, so the losses of companies become
very significant.

Fraud is a problem for corporations, manufacturing companies,
organizations and institutions, misappropriating their assets, manipulating
money, taking large amounts of them out of the country.

In 2020, about 70 % of all enterprises in the world suffered from
professional fraud (Report To The Nations. 2021 Global Study On Occupational
Fraud And Abuse), 44 % of which were private organizations and 26 % were
public companies, 16 % were government enterprises and 9 % were non-profit.
Private and public companies suffered an average loss of $ 150 000, government
ones losses $ 100 000, and nonprofits suffered the least $ 75 000.

Enterprises with annual revenues of less than $ 50 million USA, have a
loss of 114 thousand US dollars (this includes 38 % of enterprises). The biggest
losses are enterprises (Report To The Nations. 2021 Global Study On
Occupational Fraud And Abuse), whose revenue is more than 1 billion US
dollars. US $ 150 000 (26 % of enterprises).

Professional fraud leads to material loss, legal costs and can lead to
bankruptcy. By creating a strategic plan and monitoring the planning of activities
and development of the enterprise, you can reduce the risks that may occur in
enterprises and take measures to avoid professional fraud. Modern policy of
corporations and enterprises should be aimed at applying modern methods and
tools to prevent fraud and ensure their sound economic development (“On
National Security of Ukraine” Law of Ukraine of June 21, 2018 Ne 2469-VIII).

There are money laundering schemes published by the National Bank of
Ukraine, which include (Information and consulting platform) :

— “withdrawal of capital”. This scheme has little effect on the exchange
rate and allows them to move outside the state;

— “cash transfer”. This scheme allows you to withdraw cash and is a form
of payment for any work performed by an individual;

— “corruption”. This scheme belongs to illegal activities, is not regulated
by economic laws and is aimed at committing crimes;

— “boiler”. These are transactions that are illegal and intended to transfer
funds in cash. For this purpose the banking system is used and the interest for
carrying out illegal operation is received, as a reward;

— “receiving cash”. Companies pay for raw materials for the manufacture
of products and receive cash through the bank;

— “cash without cash”. Non-cash conversion without cash collection is
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used.

It has been studied that the modern international practice of crime
prevention is the most advanced, innovative and effective methods of combating
crime and its individual manifestations mainly occur in developed and
prosperous Western countries. This can be interpreted as:

1) the financial capacity of the government and law enforcement agencies,
the competent authorities of these countries ensure the rule of law and maintain
law and order;

2) it is connected with the existing scientific developments, established
criminological traditions and theories, the basis of the practice of crime
prevention;

3) long-term strategy for the introduction of public influence, the
combatting crime through the formulation and implementation of various
prevention plans and projects.

In recent years, there has been a general decline in crime in Europe, with a
few exceptions. An analysis of data provided by Eurostat in 2020, as well as data
from the latest edition of the European Collection of Crime and Criminal Justice
Statistics, allows us to examine the level of crime and some of them: criminal
activity in EU member states until 2019, including (Eurostat — Crime statistics).

In particular, the highest absolute indicators of the number of crimes
recorded by the police in 2019 are observed in such EU member states as: Great
Britain — 6.54 million, Germany — 6.5 million, France — 4.11 million, Italy — 2.23
million, Spain — 2.18 million crimes. The lowest absolute figures for the number
of crimes registered in 2019 are: in Cyprus — 4.8 thousand, in Malta — 17
thousand, in Luxembourg — 26 thousand, in Latvia — 49.3 thousand, in Estonia —
53.3 thousand of crimes (Eurostat — Crime statistics).

Despite the rather optimistic trends in European crime, it should be noted
that during 2017-2019, the number of convicts serving sentences in prisons
increased in 17 of the 28 EU member states. At the same time, the number of
police officers has increased in half of European countries during this period.

In the context of the crisis of EU migration policy, a significant increase in
the number of illegal migrants trying to find employment in the most
economically developed European countries, as well as increasing property
crimes, European authorities are trying to strengthen the criminal justice system's
response to recent crime in Europe.

Thus, as the analysis and generalization of the leading modern approaches
to crime prevention in the leading European countries shows, the main element
of this activity is not government repression for the committed crime, but the
expansion of private sector participation. Society keeps silence in all its
manifestations. This concept is based on:

- first, on a regulatory framework for crime prevention across Europe;

- secondly, on the criteria of economic feasibility, as it helps to save
public spending on prevention through the use of free state aid,

- thirdly, it meets the requirements of those times, which are
characterized by the humanization of criminal penalties and the expansion of
prevention activities (Eurostat — Crime statistics).

Ensuring national economic security is based on the creation of political
and legal international conditions of the country existence, providing free choice
and implementation of strategic objectives of economic development, ensuring
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the achievement of macroeconomic goals at national and regional levels by
creating domestic subsystem of economic security and protection of economic
entities from illegal encroachments, unfair competition with the use of forces and
means of all government institutions of power, including the objects of
protection (The crime rate in the world).

Ensuring the national economic security is one of the main functions of the
state, which serves as a guarantee of state independence, implementation of the
strategy of social and economic development, stability and reliable protection
against possible threats (Fighting fraud: A never-ending battle. PwC’s Global
Economic Crime and Fraud Survey).

The economic security of the state is aimed at ensuring the independence
of the national economy, creating stability and sustainability, ensuring effective
economic development and improving the living standards of the population.

Legal guarantees for the economic security of the state are stable legal
regulation of relations in all sectors of the economy, regulation of market
relations, and prevention of economic and financial crises, minimization of
shadow economy, reducing fraud and increasing product competitiveness
(Report to the Nations on Occupational Fraud and Abuse. 2021. Global Fraud
Study. Association of Certified Fraud Examiners, Inc).

The state policy on economic security must ensure the stable functioning
of all its components. In addition, it should be aimed at reducing inflation,
reducing external and domestic debt, the stability of the national currency,
increasing incomes and improving the quality of life.

International economic security will contribute to the improvement of its
international law on the basis of these principles through the conclusion of
multilateral and bilateral treaties and agreements, the establishment and
operation of international (especially interstate) organizations to promote
cooperation and economic security of member states. The implementation of the
concept of international economic security will ensure the cooperation of states
in solving not only national problems but also global problems of mankind and
will become the material basis of peaceful existence in the world, a guarantee of
progress in eliminating economic backwardness of individual countries.

National economic security, at first glance, is the protection of the country’s
economy from dangerous influences, which can be both a deliberate source of
danger and a consequence of natural market relations. Danger also arises when the
economic situation of any state deteriorates to a critical level and so on.

Conclusions. Thus, at the state level it is important to develop appropriate
mechanisms to monitor threats to economic security and develop measures to
minimize them, improve existing legislation in the field of economic security,
create a system to guarantee protection of economic security from possible
threats, identify factors influencing economic security, will ensure the creation of
sustainable economic development and a reliable competitive state in the
international economic space.

To ensure an adequate level of national economic security, it is necessary
to improve the legal regulation of the judiciary, which does not have the
appropriate level of public confidence, protection from poor competition from
monopolists and importers, reducing the shadow economy and shadow
employment, preventing and combating corruption, control over the use of state
and local budgets, increase professionalism and responsibility in the national
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security and defense sector, and create a system for assessing risks and threats in
the economic area for criminal prosecution of persons whose criminal activities
threaten the economic security of the state.
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Jiropmuiaa PUBAJIBYEHKO, Enyapy PUKKOB, I'enagie HOBAHY

I'/TIOBAJIBHI HACJIJAKH 3BUTKOBOCTI
HIAMPUEMCTB KPATH CBITY YEPE3 IIIAXPAWCTBO

AwnoTtanisi. [1laxpaiicTBo BUCTyIIae OJJHUM 13 BUJIB ()iHAHCOBHX 3JI0UMHIB, 5K 3aliMarOTh
BOXJIMBE Miclle B JOCH/DKCHHSX BYCHHX YCiX KpaiH CBITY. AKTyaJbHICTh LLOTO HHTaHHS
IIOPIYHO 3pOCTa€ Yy 3B’SI3KY 3 MiJBHIICHHAM PiBHS 30MTKOBOCTI Ha MiJIPHEMCTBAX, YCTAHOBAX,
0aHKaxX, BENMKHX KOPIOpALisX, y MPUBATHUX Ta JCPKaBHUX KOMIIAHIAX. 3JIOYMHHICTH BiX
ImaxpaicTBa TPU3BOJUTH J0 BTpaTH 3HAYHUX (DIHAHCOBUX PECypciB Ha MiIINPUEMCTBAX, IO
CIIPUYMHSIE 3arpo3y 1X MisUTbHOCTI. BHUpIMIEHHS TakuX Tpo0sIeM € CKIIQJIHNM 1 MOTpedye A0CBiay
0araTbOX KpaiH CBITY AJIsI IX YCYHEHHSI.

3rifHO 3 YKpaiHCHKHUM 3aKOHOAABCTBOM, TiepeadadeHO KpUMIHATIBHY BiAIIOBIIaIbHICTh 32
maxpaicTeo 3 (QiHAHCOBUMM pecypcaMy, IO 3aBJAIOTh MaTepialbHUX 30UTKIB CBOIMH
3JI0YMHHUMH JiSIMU MATPAEMCTBaM, OaHKaM Ta YCTAHOBAM y BEIUKHX PO3Mipax.

Jlnst BusiBNeHHs (hakTy PO3KpaJlaHHs y KOMITaHii HeoOXiTHO TIPOBOIUTH CITY>KOOBI TIEPEBIPKH,
SIKi MatOTh TIPOBOJIUTHCS BiITIOBITHAMH CITy>KOAMH O€3ITEKH i3 3aTydCHHSM BHYTPIITHHOTO ay/IUTy YH
BHYTPIIITHEOTO KOHTPOJTIO, FOPUMIHOTO BiJIILTY, CITy»OH yIPaBIiHHS TIEPCOHAIIOM.

BusiBnenns oci0, TpUYETHUX JO NIAXpaHChKUX Jid, € CKIQJHAM THTaHHAM, 32
HETPaBOMIpHI Jil SIKUX Tiepe0adueHo KpUMiHAIBHY BiAMOBIMABHICTE. Pi3HI KOMIaHii 3ay9qaroTh
0 TIPaliBHHUKIB JUCHUIUIIHAPHY BIANOBINANIBHICTh, IUTpaHi CaHKI[I YH KPUMIHAJIbHY
BI/INIOBI1AAJILHICTE.

Haii6inpimn ypaznueumu chepami maxpaicTsa € 0aHKH, POMHUCIOBICTh, OYIIBHUIITBO,
MEIWIIMHA, TPAHCTIOPT Ta 3akymiBmi. CaMe y IUX Taly3sIX CKOHIICHTPOBaHI HAHOIIBINI MOTOKH
KOIITIB 1 HEMa€e HAICKHOTO KOHTPOJIFO 32 KOHTpareHTamu. KpiM Toro, s Takoi poOOTH Mae
Oyt mpo¢eciiHO MiATOTOBICHUH TEPCOHAN, SKOTO Y BEIMKHX KOMITaHITX Majio abo 30BCiM
BifCcyTHi. HalvacTime kKoMmaHii cTpaKAaloTh BiJl MaXpalChKUX il KITIEHTIB, KOHKYPEHTIB Ta
cHiBpoOITHHUKIB KOMIIaHii.

Knrouoei cnosa: waxpaiicmeo Ha nionpuemcmeax, KoH@ioeHyiunicmy iHQopmayii,
HOPYWIEeHHsL ABMOPCLKUX NPAB, BMPYYAHHS Y CUCEMU OQHUX NIONPUEMCIIE, 3AXUCT OAHUX.
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